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The following is a cross reference of the interdependencies sections.  Note that the references only include specific controls.  Some controls were referenced in groups, such as technical controls and occasionally interdependencies were noted for all controls.
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				Incident
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				Identification and Authentication


				Audit


				Cryptography
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